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EB Docket 06-36

Date Filed: March 9,zOtL

Name of Company: iFiber Communications Corporation

Form 499 Filer lD: 826772

Name of Signatory: Lorie N. White

Title of Signatory: President

l, Lorie N. White, certify that I am an officer of the company named above, and acting as an

agent of the company, that I have personal knowledge that the company has established

operating procedures that are adequate to ensure compliance with the Commission's CPNI

rules.

Attached to this certification is an accompanying statement explaining how the company's

procedures ensure that the company is in compliance with the requirements set forth in section

64.2001, et seq. of the Commissions' rules.

The company has not taken any actions against data brokers in the past year.

The company has not received any customer complaints in the past year concerning the

unauthorized release of CPNI.

Signed:,

Lorie White
President
i Fiber Comm unications Corporation
135 Basin ST SW

Ephrata, WA 98823
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CPNI Disclosure Sofeguords

Corporole Policy: lt is the policy of iFIBER Communicotions lnc, (iFlBER) to comply with the
FCC regulolions,4T C.F.R. $ 54.2009(e). All iFIBER employees ore required to follow the
policies ond procedures specified in this monuol.

Customer proprietory nelwork informqtion (CPNI) defined: is the doto collected by
telecommunicotions corporotions obout o consumer's telephone colls. lt includes the time,
dote, durotion ond destinotion number of eoch coll. the type of network o consumer
subscribes to, ond ony other informotion thot oppeors on the consumer's telephone bill.

Access to cqll records: To protect ogoinst pretexting, (the proctice of obtoining personol
informotion under folse pretenses), iFIBER Communicotions does noi releose coll detoil
informoiion during o customer-initioted coll unless (l ) The coller provides the occount
possword (2) We coll the customer bock of the telephone number of record (3) We send the
coll records to the oddress of record (postol or electronic), or (a) We provide the coll records
of our reioil locotion upon proof of volid photo lD motching the customer's occount
informotion.

Online occount occess lo ony CPNI: Online occess to occount informotion, including coll
detoil informotion, requires thot outhenticotion be permitted only through lhe use of non-life-
history-reloted posswords thot eoch customer is instructed to creote.

Customer notificotion of occount chonges: To oleri customers to possible theft of CPNI. iFIBER
provides notificotion whenever o possword, bockup outhenticotion doto. online occount or
oddress of record is creoted or chonged. Notificoiion is occomplished by voicemoil, or e-
moil, but must be sent to the telephone number or e-moil oddress of record ond must not
reveol the chonged informotion.

Business cuslomer exceplion: iFIBER does negotiote other ouihenticotion regimes for business
customers, provided thoi (1) the customer hos o dedicoted occount representotive ond (2)
the negotioted service controct specificolly oddresses CPNI.

CPNlfor Morketing: IFIBER does not use CPNI for morketing purposes.

Notificotion of Breoches

"Breoch" defined: A breoch occurs when o person without ouihorizotion or one who is

exceeding outhorizotion hos intentionolly goined occess to, used or disclosed CPNI.

Nolificqtion lo Supervisor: Any comploints received concerning the unouthorized releose of
CPNI must be reported immediotely to your direct supervisor.

Nolificqtion to USSS ond FBI: iFIBER will notify the US Secret Service ond FBI os soon os possible
ofter reosonoble determinotion of o breoch, ond in no event loter thon seven business doys.



The FCC will mointoin o link on its website to o centrol reporting fociliiy ot
http://www.fcc.oov/eb/C P N L

Notificotion lo cuslomers ond public: iFIBER will not notify o customer, or moke other public
disclosure until seven business doys ofter the USSS ond FBI ore informed, unless iFIBER believes
there is on extroordinorily urgent need io notify customers sooner. iFIBER will cooperote with
the relevont investigoting ogency prior to moking ony such eorly notificotion.

Recordkeeping: IFIBER will keep records of oll breoches, notificotions to the USSS ond FBl, ond
notificotions to customers, for ot leost two yeors. The records must include (if ovoiloble) dotes
of discovery ond notificotion, o detoiled description of the CPNI of issue ond the
circumstonces of the breoch.

Annuol CPNI Certificolion: An onnuol filing with the FCC will be mode which includes on
explonotion of ony octions token ogoinst doio brokers ond o summory of oll consumer
comploints received regording unouthorized releose of CPNI.

lmproper use of CPNI: Any improper use or releose of CPNI by on iFIBER employee will result in
disciplinory oction in occordonce with the estoblished compony policy os set forth in the
employee monuol, which moy result in ierminotion of employmeni.

Employee Veriticolion

I hove reviewed the iFIBER CPNI Disclosure Sofeguord Monuol ond ogree to comply with the
procedures set forth herein.
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